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Entrust Document Signing Certificates for individuals 
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Or contact us for a custom quote 
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Signing key 

delivery and 

management 

Secure USB token – We ship 

you a secure USB token that will 

generate and store your signing 

key securely. 

Secure USB token – We ship 

you a secure USB token that will 

generate and store your signing 

key securely. 

Cloud – Employees are enrolled by an 

administrator in the Entrust Certificate Services 

(ECS) platform. A signing key and certificate is 

created for each of them and stored in Entrust’s 

secure data center. 

Employees connect their Remote Signing Service 

account to compatible applications to request 

signatures. 

A Desktop Virtual Card is available for Windows 

environments. It enables employees to sign using 

their local application such as Adobe Acrobat 

Reader. 

Available 

certificate types 

Standard – AATL (Adobe 

Approved Trust List) 

Standard – AATL (Adobe 

Approved Trust List) 

 Standard – AATL (Adobe Approved Trust List) 

 eIDAS qualified (European Union Trusted Lists) 

for eIDAS qualified signatures 
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Identity verification process 

Standard (AATL) document signing certificates for 

individuals and employees 

Entrust verifies the identity of each individual 

(professional, citizen, or employee) who is enrolled for a 

document signing certificate. A passport or supported 

government-issued ID card (for example, a national ID 

or driver's license) is required. 

 
Entrust will verify the person’s identity using one of the 

following procedures: 

1. Automated video identification, where the 

user's identity is verified online without a live 

agent 

2. Video identification with a live agent in case 

the automated video identification is 

unavailable or cannot be completed 

 

eIDAS Qualified Certificates for employees 

 

These certificates can be issued to EU citizens with a 

valid passport or national ID. Entrust will verify the user’s 

identity using one of the following procedures: 

1. 
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