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Certificate and Signing Services  
Terms of Use 

 
The Agreement for Entrustôs Certificate Services, any digital Signing Services and/or Dedicated CAs is made up e5n
BT7[( )afd6BDC q
0.000009151 0 612 792 re
W* n7<00 9.96 Tf
1550003>-04B048>-129 n7<00 80051>4<000550003>-60<-131<004A004<0060<-142<00<005700033>-04B048>-129 n0B0033>-7<00 9.96 Tf
160<-131<00B0<0028>-7<00510057005500580056>-5<005700B6>-5<0056>-5<0003>] TJ
ET
Q
q
9127009151 0 612 792 re
W 0057000/F2 EC/or Dedicated CAs 

https://www.entrust.com/-/media/documentation/licensingandagreements/repository-general-terms.pdf
https://www.entrust.com/-/media/documentation/licensingandagreements/repository-general-terms.pdf
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1.17. ñUsersò has the meaning set out in the General Terms, and in this ECSS Schedule, includes Customerôs 
Agents and all Persons who are Subjects and Subscribers of Certificates issued using Customerôs 
Management Account. 

1.18. ñValidò means that a Certificate has not expired and has not been revoked. 

   
2. Operation of the PKI. Each CPS sets out Entrustôs practices for managing the public-key infrastructure for the 

Hosted Services and providing the types of Certificates identified in the CPS, including: 
 

(a) Specification of the applicable Industry Standards and policies;  
(b) Information for Relying Parties; 
(c) Event log retention period; 
(d) Procedures for complaints and dispute settlement; 
(e) Specification of the applicable compliance audits and other assessments;  
(f) Contact information for questions about Certificates; 
(g) How revocation status information is provided and the period over which it is available. 

 
3. Hosted Services Details. Provision of Hosted Services. Entrust will generate, provide and operate the Hosted 

Services in accordance with the applicable CPS, Documentation, and Customerôs Order(s) for the Hosted 
Services.  Without limiting the foregoing: 

3.1. Certificate ServicesðVerification, Issuance and Revocation of Certificate(s). Upon receipt of an application 
for a Certificate, Entrust will perform the limited verification of the information contained in the application 
as described in the CPS for the applicable type of Certificate. After completing such verification, Entrust will 



https://www.entrust.com/-/media/documentation/licensingandagreements/certificate-solutions-software-schedule.pdf
https://www.entrust.com/-/media/documentation/licensingandagreements/certificate-solutions-software-schedule.pdf
https://www.entrust.com/-/media/documentation/licensingandagreements/entrust-certificate-solutions-hosted-support-schedule-lg.pdf
https://www.entrust.com/-/media/documentation/licensingandagreements/entrust-certificate-solutions-hosted-support-schedule-lg.pdf
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appointment may be modified using means established by Entrust from time to time. Customer agrees that 
it is responsible for Signing Service Usersô compliance with the Agreement and for the Signing Service 
Usersô use of the keys hosted by the Signing Services. 

8.3. Representations and Warranties. Customer will comply with the requirements set forth in Exhibit B as 
applicable to Customer when it acts in the capacity of Subscriber or Subject. Customer will notify all 
Customer Affiliates, Users and any other Persons who act in the capacity of Subscriber, Subject, Agent or 
Signing Service User (e.g. apply for, receive, are issued, or manage Certificates, or use Signing Services 
to generate keys and/or sign hashed data) under this ECSS Schedule through Customerôs Management 
Account that they are required to comply with the requirements set forth in this Agreement (including those 
set out in Exhibit B) as applicable to the activities and roles of Subscribers, Subjects, Agents 
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9.3. Certificate Information. Entrust may insert in a Certificate any information that is provided to Entrust in the 
associated application for the Certificate, which may include Verification Information (ñCertificate 
Informationò). Entrust may also (a) use such information that Customer provides to Entrust to authenticate 
Subscribers, (b) publish Customerôs Certificates to one t ate 
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12. LIABILITY. In addition to, and without limiting the generality of, the liability limits and exclusions in the General 
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https://www.entrust.com/-/media/documentation/licensingandagreements/entrust-certificate-solutions-hosted-support-schedule-lg.pdf
https://www.entrust.com/-/media/documentation/licensingandagreements/entrust-certificate-solutions-hosted-support-schedule-lg.pdf
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https://www.entrust.com/-/media/documentation/whitepapers/code-signing-best-practices-v2.pdf
https://www.entrust.com/-/media/documentation/whitepapers/code-signing-best-practices-v2.pdf



