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1.8. “Hosted Service” means, in this nSaaS Direct Schedule, the nShield as a Service Direct cloud-
based platform, including HSMs, which Entrust owns and hosts on its (or its hosting providers’) 
infrastructure. 

1.9. “Security World” means the Entrust proprietary protection framework which provides mechanisms 
to allow keys to be made available for use only by HSMs allocated to the Customer under precisely 
defined authorization and authentication policies.  

1.10. “Self-Managed” means the default nSaaS Direct deployment, where Entrust hosts the Hosted 
Service
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2.3. Support. Entrust provides the support commitments set out in the Support Schedule available at 
https://www.entrust.com/-/media/documentation/licensingandagreements/dps-support-schedule-
lg.pdf for the Hosted Service.  

2.4. Unauthorized Access. Customer will notify Entrust immediately of any known or suspected 
unauthorized use of the Hosted Service or breach of its security and will use best efforts to stop 
such breach or unauthorized use.  The foregoing shall not reduce Customer’s liability for all its 
Users. 

2.5. Configuration and Security Measures. Customer is responsible and liable for: (a) account 
usernames, passwords, and access credentials; (b) the configuration of the Hosted Service to 
meet its own requirements; (c) Customer Data, Personal Data, and any other data provided to the 
Hosted Service by Customer, including without limitation, ensuring that all such data is encrypted 
prior to transmission to the Hosted Service; (d) Customer’s access to and use of the Hosted 
Service; and (e) maintaining adequate security measures and the legally required protection for 
Customer systems and data in Customer’s possession or control or data otherwise residing on 
Customer systems. 

2.6. Customer Roles and Responsibilities. Customer will be responsible for the following with respect 
to nSaaS Direct (including the Enrollment Services):  

2.6.1. Signing and completion of the Customer Enrollment Form;  

2.6.2. Identifying primary and alternate points of contact within Customer’s organization, as well as 
additional named points of contact within the Customer network, cloud, security, and other 
relevant teams (including, without limitation, as set out in Customer Enrollment Form); 

2.6.3. Co-operating 
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writing by Entrust, and may be subject to additional fees. Upon completion of the Customer 
Enrollment Form, Entrust shall provide the Enrollment Services to Customer to perform 
Customer’s deployment of nSaaS Direct 
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7.1. Termination or Suspension by Entrust. 
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1.2. Service Level Target; 


