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HOW IT WORKS
High availability 
Entrust high-performing and lightning-
fast HSMs are set up in a high-availability 
(active-active) architecture. The HSMs 
load balance with failover between local 
units and sites for redundancy, allowing 
us to deliver 99.5 percent availability, 
aligned with the SLAs of the cloud 
hosting providers. 

Backup and restore
Encrypted key material is backed up  
onto a separate HSM backup device, 
providing defense in depth and a keys-
in-hardware strategy, which delivers the 
strongest levels of key protection for 
application keys.

Secure your corporate  
system today
Digital certificates allow organizations to 
leverage encryption and digital signatures 
to support a variety of security services, 
including user and device authentication, 
transaction integrity and verification, and 
data security. 

Entrust Security Manager, a world-leading 
PKI, helps these organizations easily 
manage their security infrastructure and 
enables easy management of the digital 
keys and certificates that secure user and 
device identities.

Cryptography-as-a-Service (CaaS)

Entrust and the hexagon logo are trademarks, registered trademarks, and/or service marks of Entrust  
Corporation in the U.S. and/or other countries. All other brand or product names are the property of their  
respective owners. Because we are continuously improving our products and services, Entrust Corporation  
reserves the right to change specifications without prior notice. Entrust is an equal opportunity employer.  
©2021 Entrust Corporation. All rights reserved. PK22Q2-cryptography-as-a-service-sb

Learn more at

http://entrust.com

